***Coalfire Question 2***

Requirements: Domain joined windows systems

Windows systems with the ability to take remote commands from Ansible.

The Ansible playbook, Question\_2\_remediation.yaml is essentially a part of A remediation program was developed for target compliance issues.  Ansible-lockdown source code was extracted from GitHub and simplified to meet scenario requirements.  CIS compliance can be more easily remedied with the use of Ansible-lockdown, when fully deployed.  By addressing only the specific issues and not the overall solution in its entirety, this remediation provides a fast and effective solution.

## Command used to perform remediation.

Question\_2\_remediation.yaml -e host\_name=TARGET [--tags rule\_18.9.45.4.1.2 | rule\_2.2.21 ]